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Abstract: In MANET accessibility of the applications is frequently endangered by network overloads in addition to 

server and application stoppages. Resource utilization is repeatedly beyond balance, ensuing in the low-

performance resources being overloaded with demands even as the high-performance resources remain inactive. 

Server load balancing is an extensively implemented solution to performance and availability difficulties. In this 

paper, we facade the challenging problem of defining and implementing an efficient law for load balancing 

algorithm in MANET described Content Delivery Networks (CDNs). DCA as an enhancement to the FCA can adapt 

itself with changes in traffic and adjusts frequency assignments relevant to the traffic load. 
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1. INTRODUCTION 

A mobile ad-hoc network (MANET) is a self-

configuring with no communications network of 

mobile devices associated through wireless medium. 

Each device in a MANET is liberated to travel 

autonomously in any path and will therefore change 

its links to former devices repeatedly. Each one must 

forward traffic disparate to its own use, and 

consequently be a router. The major challenge in 

building a MANET is equipping each device to 

continuously maintain the information required to 

accurately route traffic. Such networks might work 

by themselves or may be bonded to the well-built 

Internet. MANETs are a type of wireless ad hoc 

networks that generally has a routable networking 

environment lying on a Link Layer ad hoc network. 

A mobile ad hoc network is a self-directed system of 

multi hop, wireless mobile nodes that does not 

require base stations or any fixed communications. It 

is categorized by dynamic topologies, bandwidth-

constrained, variable capacity links, energy 

constrained operation and limited physical protection.  

The need of infrastructure, in permutation with multi 

hop correlations and continuously altering topology 

pose difficult faces on the routing protocol; leading 

along with them is how to distribute data packets 

while incurring the least routing overhead feasible. 

Server load balancing is the procedure of distributing 

service demands across a group of servers. The 

consumers frequently call the same sites, which they 

know completely and don't waste much time 

understanding. They anticipate instantaneous 

liberation even as they automatically inflict huge 

loads on the servers at each single get on. This new 

dynamics has expanded a new necessitate for high 

performance and permanent ease of use. Because the 

power of any server is restricted, a web application 

has to be able to run on multiple servers to believe an 

ever increasing number of consumers called scaling.  

Scalability is not actually a difficulty for intranet 

applications because the number of users has little 

chances to enlarge. Though, on internet portals, the 

load incessantly enlarges with the accessibility of 
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broadband Internet admittances. The site's preserver 

has to discover methods to stretch the load on several 

servers, either by means of internal devices 

comprised in the application server, by means of 

external components, or through architectural 

modernize. Load balancing is the capabilities to 

formulate several servers participate in the same 

service and do the identical effort. Since the number 

of servers grows up, the risk of a failure anywhere 

increases and has to be tackled. The capability to 

preserve unaffected service through any predefined 

number of concurrent failures is called high 

accessibility. It is frequently compulsory with load 

balancing, which is the cause why people often 

puzzle those two perceptions. Though, convinced 

load balancing methods do not present high 

availability and are hazardous. 

2. RELATED WORK 
 

Frank Kargl et.al [1] spotlighted on the exposure 

phase and produced different kinds of sensors that 

can be utilized to discover selfish nodes. First they 

present simulation results that illustrate the negative 

effects which selfish nodes grounds in MANET. This 

mechanism explained next is called iterative probing, 

unambiguous probing, and activity-based 

overhearing. Simulation-based analysis of these 

mechanisms illustrates that they are highly effective 

and can reliably detect a multitude of selfish 

behaviours. This having the problem with simulations 

is that all the thresholds need to be set physically to 

facilitate getting good detection outcomes. Ioanna 

Stamouli et.al [2] offered RIDAN, a novel design that 

utilizes knowledge-based intrusion detection 

techniques to discover in real-time attacks that an 

opponent can carry out in opposition to the routing 

fabric of a mobile ad hoc network. Their system is 

planned to obtain counter measures minimising the 

effectiveness of an attack and maintaining the 

performance of the network within satisfactory limits.  

 

That RIDAN does not establish any alterations to the 

original routing protocol because it works as an 

intermediary component between the network traffic 

and the utilised protocol with least dispensation 

transparency. Takahiro Hara et.al [5] projected three 

replica allocation methods presumptuous that each 

data item is not rationalized. In these three methods, 

they acquired into account the access frequency from 

mobile hosts to each data item and the position of the 

network connection. Then, they expanded the 

proposed methods by taking into consideration is 

episodic revises and integrating user profiles 

consisting of mobile users‟ schedules, read/write 

patterns, and access behaviour.  

 

Jagadeesh Kumar examined the crash of selfish nodes 

in a mobile ad hoc network from the outlook of 

replica allocation is observed. The selfish replica 

allocation could direct to decrease the overall data 

convenience in a MANET. A collective credit risk & 

collaborative watchdog process is proposed to notice 

the selfish node and also concern the SCF tree based 

replica allocation technique to handle the selfish 

replica allocation properly. The planned method 

recovers the data accessibility, decreases 

communication cost and average query delay, and 

also to diminish the detection time and to advance the 

accuracy of watchdogs in the collaborative method.  

 

Manuel et.al projected a collaborative method for 

discovering black holes and selfish nodes in 

MANET.s, using a set of watchdogs which 

collaborate to augment their individual and collective 

performance. The paper demonstrates that using this 

collaborative watchdog advance the detection time of 

misbehaved nodes is reduced and the overall 

accuracy increased. Enrique Hern´andez-Orallo et.al 

utilized a technique to detect selfish nodes in 

computer networks. Routing misbehavior has been 

widely studied in mobile adhoc networks. Much 

work has been done to detect packet dropping and 

mitigate routing misbehavior. Two extensions to the 

Dynamic Source Routing algorithm (DSR) [7] to 

mitigate the belongings of routing behavior are 

proposed: watchdog and path rater. 

 

3. PROPOSED METHODS 

 

3.1 Load balancing techniques 

 

The easiest method to perform load balancing is to 

contribute servers to predefined groups of users. This 

is simple on Intranet servers, but not in reality on 

internet servers. On general technique relies on DNS 
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(Domain Name System) round robin. It will return all 

of them in a rotating order if a DNS server has 

several entries for a given hostname. Like this, a 

variety of users will see different addresses for the 

same name and will be able to accomplish diverse 

servers. This is very generally utilized for multi-site 

load balancing, excluding it necessitates that the 

application is not impacted to the lack of server 

circumstance. Therefore, this is usually familiar with 

by POP (Post Office Protocol) servers, search 

engines, or to transport static substances. This 

technique does not offer any means of accessibility. It 

necessitates additional appraises to enduringly check 

the server‟s status and switch a failed server's IP to an 

additional server. DNS-based technique, a 

concentrated DNS server is able to endow with a 

request-balancing mechanism supported on well-

defined strategies and metrics.  

 

For each address resolution request obtained, the 

DNS server selects the most fitting alternate server in 

a cluster of available servers and replies to the client 

with both the chosen IP address and a time-to-live 

(TTL). The latter permits defining a time of authority 

for the mapping course of action. Typical executions 

of this method can present either a single substitute 

address or a record of multiple substitute addresses, 

in the previous case leaving to the client the selection 

of the server to get in touch with (e.g., in  a round-

robin manner). In this part, we will establish a 

continuous model of a CDN (Content Distribution 

Network) infrastructure, employed to design a novel 

load-balancing rule. The CDN can be believed as a 

set of servers every with its individual queue. We 

presume a fluid model approximation for the dynamic 

activities of every queue. We expand this model also 

to the overall CDN method. Generally, a CDN is 

planed with adequate resources in order to satisfy the 

traffic volume produced by end-users. In general, an 

intelligent provisioning of resources can ensure that 

the input rate is always lesser than the service speed.  

 

In this point, the system will be accomplished to 

efficiently serve all users‟ demands. However, in this 

manuscript we spotlight exclusively on critical 

conditions where the global resources of the network 

are considering saturation. This is a sensible 

assumption since an unusual traffic condition 

characterized by a high volume of demands, that is to 

say, a flash crowd, can always overfill the existing 

system capacity. To this point, the servers are not all 

overworked. Somewhat, we normally have local 

instability conditions where the input rate is better 

than the service rate. In this point, the balancing 

algorithm assists avoid a local unsteadiness condition 

by redistributing the excess load to fewer loaded 

servers. A further general method is to partition the 

population of users across multiple servers. This 

entails a load balance among the users and the 

servers. Note that, the risk of failure increases by 

deploying new components, as a result a common 

practice is to have a second load balancer acting as a 

endorsement for the primary one. Normally, a 

hardware load balancer will exertion at the network 

packets level and will act on routing, using one of the 

following methods: 

 

• Direct routing: the load balancer paths the same 

service address through different local, physical 

servers, which must be on the same network segment, 

and must all distribute the identical service address. It 

has the enormous benefit of not modifying anything 

at the IP level, as a result that the servers can respond 

directly to the user without passing over again via the 

load balancer called "direct server return". Since the 

processing power required for this method is 

negligible, this is frequently the one utilized on front 

servers on very high traffic sites. On the other hand, 

it requires some solid knowledge of the TCP/IP 

model to properly configure all the equipments, with 

the servers. 

• Tunneling: it exertions exactly like direct routing, 

apart from that by establishing tunnels among the 

load balancer and the servers, theses ones can be 

located on remote networks. Direct server return is 

still feasible. 

• IP address translation (NAT): the customer bonds to 

a virtual destination address, which the load balancer 

decodes to one of the servers' addresses. This is 

easier to set up at first glance, since there is less 

trouble in the server configuration however this 

requires stricter programming rules. One ordinary 

error is application servers indicating their internal 

addresses in several responses. In addition this 

necessitates more work on the load balancer, which 

has to interpret addresses back and forth, to preserve 

a session table, and it wants that the return traffic 

leaves through the load balancer too. At times, too 

1709

International Journal of Engineering Research & Technology (IJERT)

Vol. 2 Issue 7, July - 2013

IJ
E
R
T

IJ
E
R
T

ISSN: 2278-0181

www.ijert.orgIJERTV2IS70781



short session timeouts on the load balancer induce 

side achieves known as ACK storms. Through this 

point, at the risk of saturating the load balancer's 

session table which is the only solution is to enlarge 

the timeouts. 

 

3.2 Resource allocation schemes 

 

During an FCA (Fixed Channel Allocation) class, a 

fixed number of channels are allocated to every base 

station. Still, this system does not use the channel 

sufficiently due to the variability of the traffic. DCA 

(Dynamic Channel Assignment) as enrichment to the 

FCA can adapt itself with alters in traffic and adjusts 

frequency assignments significant to the traffic load. 

a large amount of the foremost researches in this 

domain have proposed channel borrowing algorithms 

(CBR) that states in the dynamic channel allocation. 

The main rule of CB algorithms is using continued 

resources of cells with lowerrate of traffic. Even 

though MANET gives a flexible way to allocate 

frequency resources in DCA manner between BS, it 

won‟t be applied at any rate in the early stages of 

network deployment. Still, FCA was desired based on 

its straightforward mechanism.  The design behind 

balancing the system load with resource allocation is 

to fetch the resources (unoccupied frequencies) to 

where most of the customers are placed. In resource 

allocation methods, a centralized element allocates 

extra resources to hotspot cells.  

 

One paradigm of this is channel borrowing where a 

congested Base Station can borrow the channel of 

lightly stacked Base Stations. Channel borrowing 

desires that the scheme sustains Dynamic Channel 

Allocation (DCA), which is an enhancement to the 

common Fixed Channel Allocation (FCA). DCA is 

able to fine-tune to changing traffic while FCA will 

keep the same frequency assignments irrelevant of 

the traffic stack. FCA will be functional for the 

frequency sets, since frequency channels are a scarce 

resource in a MANET, many schemes have been 

proposed to assign frequencies to the cells such that 

the available spectrum is efficiently used and thus the 

frequency reuse is exploited. These ideas can be 

broadly classified as fixed, dynamic and flexible. 

Here a fixed assignment (FA) scheme, a place of 

channels is permanently assigned to every cell, which 

can be reused in another cell, sufficiently distant, so 

that the co-channel intrusion is acceptable that is 

described co-channel cells.  

 

During one type of FA scheme, clusters of cells, 

called compact pattern, are formed by finding the 

shortest distance between two co-channel cells, and 

each cell within a compact pattern is allocated a 

diverse set of frequencies. The advantage of an FA 

scheme is its ease which is the primary reason why it 

is adopted in the majority of offered schemes. 

However the difficulty is that if the number of calls 

exceeds the number of channels assigned to a cell, 

the overload calls are restricted. This difficulty can be 

somewhat allethroughted by channel borrowing 

techniques, wherein a channel is borrowed from one 

of the neighboring cells in case of blocked calls 

provided that it does not interfere with the accessible 

calls. The difficulty of channel borrowing is that the 

borrowed channel has to be barred in those co-

channel cells of the lender which are non-co-channel 

cells of the borrower so as to circumvent interference. 

The inspiration at the back all basic channel 

assignment strategies is the enhanced utilization of 

the available frequency spectrum with the consequent 

reduction of the call blocking probability in every 

cell; extremely few of them deal with the problem of 

non-uniformity traffic demand uninterested cells 

which may lead to a gross imbalance in the system 

routine.  

 

During the directed retry with load sharing method, it 

is assumed that the neighboring cells overlap and the 

users in the overlapping region are able to hear 

transmitters from the neighboring cells almost within 

their own cell. Every time the cell begins getting 

overloaded, some of those users handoff to the 

neighboring cells. The most important disadvantages 

of this scheme include increased number of handoffs 

and co-channel interference, and also the load sharing 

is dependent on the number of users in the overlap 

region. In the channel borrowing without locking 

(CBWL) scheme, Jiang and Rappaport suggested 

channel borrowing when the set of channels in a cell 

acquires exhausted, except to utilize the borrowed 

channels under decreased transmission power to 

avoid co-channel interference. A severe problem of 

the strategy is that not all users are always in the right 

region to utilize the borrowed channels. as well, the 

fact that only a fraction of the channels in all the 
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neighboring cells are accessible for borrowing, can 

severely affect the system performance in a 

extremely overloaded scheme. The load balancing 

with selective borrowing (LBSB) scheme, efforts to 

allethroughte the previous problems by selectively 

borrowing channels previous to the available channel 

set in a cell is tired.  

 

A cell is classified as „hot‟, if its degree of coldness 

that is defined as the ratio of the number of available 

channels to the total number of channels allocated to 

that cell is less than or equal to some threshold value. 

Or else the cell is „cold‟. The LBSB scheme suggests 

transferring a fixed number of channels from cold 

cells to a hot one through a centralized channel 

borrowing algorithm run every so often by an load 

server in charge of a group of cells. supported by a 

channel allocation strategy within each cell, it has 

been exposed in that the centralized LBSB attains 

almost perfect load balancing and guides to a 

significant advance over fixed assignment, simple 

borrowing, directed retry and CBWL schemes in case 

of an overloaded cellular system. Though, the 

disadvantage of the LBSB strategy is that it is a 

centralized scheme and therefore, too much depends 

on the central server in the MSC. The advance work 

of LBSB in addition to analysis and a simulation 

result was proposed. 

 

4. RESULTS AND DISCUSSION 

 

There is no pre-existing communication 

infrastructure (no access points, no base stations) and 

the nodes can generously move and self-organize into 

a network topology. Such a network can hold two or 

more nodes. Therefore, balancing the load in a 

MANET is significant because the nodes in MANET 

have limited communication resources for example 

bandwidth, buffer space, communication cost and 

resource. We examine and compare the 

communication cost by network size. The 

communication cost and results of the 

communication cost is performed using existing and 

proposed method. The existing method is less 

performs than the proposed system. Based on the 

communication cost and the results from the 

experiment shows the proposed algorithm performs 

better than the other existing systems with less 

communication cost. Also the communication cost of 

the existing and proposed method‟s results is shown 

in the following Figure 1. These graph we have taken 

two parameters called communication cost and 

network size.  

 

 

Fig 1: Total communication cost vs. network size 

 

We examine and compare the communication cost by 

link error rate. The communication cost and results of 

the communication cost is performed using existing 

and proposed method. The existing method is less 

performs than the proposed system. Based on the 

communication cost and the results from the 

experiment shows the proposed algorithm performs 

better than the other existing systems with less 

communication cost. Also the communication cost of 

the existing and proposed method‟s results is shown 

in the following Figure 2. These graph we have taken 

two parameters called communication cost and link 

error rate. 

 

 

 

Fig 2: Total communication cost vs. link error rate 
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5. CONCLUSION 

 

We presented a new load-balancing rule for 

cooperative CDN networks. A model of such 

networks based on a fluid flow characterization is 

defined at first. We therefore shifted to the definition 

of an algorithm that aspires at achieving load 

balancing in the network by removing local queue 

instability conditions through redistribution of 

potential excess traffic to the set of neighbors of the 

loaded server. Our analysis and simulation have 

exposed that CBWL can improve the performance of 

resource allocation system because CBWL does not 

necessitate complex channel organization.  

 

 

REFERENCES 

 

1. Frank Kargl, Andreas Klenk, Stefan Schlott, and Michael 

Weber, “Advanced Detection of Selfish or Malicious Nodes 

in Ad hoc Networks”2004 

2. Ioanna Stamouli, Patroklos G. Argyroudis, and Hitesh 

Tewari,“Real-time Intrusion Detection for Ad hoc 

Networks”, Proceedings of the Sixth IEEE International 

Symposium on a World of Wireless Mobile and Multimedia 

Networks,2005 

3. Kashyap Balakrishnan, Jing Deng, Pramod K. 

Varshney,”TWOACK: Preventing Selfishness in Mobile Ad 

Hoc Networks”, 2005 IEEE 

4. Martin Schütte,”Detecting Selfish and Malicious Nodes in 

MANETs”, HPI/UNIVERSITÄT POTSDAM, 

SOMMERSEMESTER 2006 

5. Takahiro Hara, “Data Replication for Improving Data 

Accessibility in Ad Hoc Networks”, IEEE Transactions On 

Mobile Computing, Vol. 5, No. 11, November 2006 

6. S. Marti, T. J. Giuli, K. Lai, and M. Baker, “ Mitigating 

routing misbehavior in mobile ad hoc networks”, in Proc. 

ACM MobiCom,2000, pp. 255-265.  

7. D. Johnson, D. A. Maltz, and Broch. “The Dynamic Source 

Routing Protocol for Mobile Ad Hoe Networks”, Mobile Ad-

hoc Network (MANET) Working Group, IETF, , October 

1999. 

8. Hua Jiang and S. S. Rappaport, "CBWL: a new channel 

assignment and sharing method for cellular cornmu-nication 

systems," Proc. of 43rd IEEE Veh. Technol. Con&, 

Secaucus, NJ, May 18-20, 1993, pp. 189-193.  

9. Hua Jiang and S. S. Rappaport, "CBWL: a new channel 

assignment and sharing method for cellular communication 

systems," IEEE Trans. on Veh. Technol., Feb. 1994, (to 

appear).  

10. Hua Jiang and S. S. Rappaport, "CBWL for Sectorized 

Cellular Communications." Proc. of 5th Internatiord 

Conjerence on Wireless Communications, Calgary, Alberta, 

Canada, July 12-14, 1993, pp. 503-508.  

11. Hua Jiang and S. S. Rappaport, "CBWL with channel fast 

returning." Proc. of 2nd International Conference on 

Universal Personal Communications, Ottawa, Canada, 

October 12-15,1993.  

12. Hua Jiang and S. S. Rappaport, "Prioritized channel 

borrowing without locking: a channel sharing strategy for 

cellular communication systems." Proc. of IEEE Global 

Communications Conference, Houston, Texas,  Nov. 29-Dec. 

2, 1993, pp. 276-280. 

13. S. M. Elnoubi, R. Singh, and S. C. Gupta, "A new frequency 

channel assignment algorithm in high capacity  mobile 

communication systems," IEEE Trans. Veh. Technol., vol. 

VT-31, no. 3, pp. 125-131, Aug. 1982.  

14. T. J. Kahwa and N. D. Georganas, "A hybrid channel 

assignment scheme in large-scale, cellular-structured mobile 

communication systems," IEEE Trans. Commun., vol. COM-

26, pp. 431-438, Apr. 1978.  

15. D. C. Cox and D. 0. Reudink, "Increasing channel occupancy 

in large-scale mobile radio systems: Dynamic channel 

reassignment," IEEE Trans. Veh. Technol., vol. VT-22, pp. 

218-223, Nov. 1973.  

16. J. S. Engel and M. M. Peritsky, "Statistically-optimum 

dynamic server assignment in systems with interfering 

servers," IEEE Trans. Veh. Technol., vol. VT-22, no. 4, pp. 

203-209, Nov. 1973.  

17. G.L. Choudhury and S. S. Rappaport, "Cellular 

communication schemes using generalized fixed channel 

assignment and collision type request channels,"IEEE Trans. 

Veh. Technol., vol. VT-31, no. 2, pp. 53-65,  May 1982. 

18. B. Eklundh, "Channel Utilization and blocking probability in 

a cellular mobile telephone system with directed  retry," 

IEEE Trans. Commun., vol. COM-34, no. 4, pp. 329-337, 

Apr. 1986. 

 

 

1712

International Journal of Engineering Research & Technology (IJERT)

Vol. 2 Issue 7, July - 2013

IJ
E
R
T

IJ
E
R
T

ISSN: 2278-0181

www.ijert.orgIJERTV2IS70781


