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Abstract: This project put forwards the design of home 

automation and security system using Android ADK. The 

design is based on a standalone embedded system board 

Android ADK(Accessory Development Kit) at home. Home 

appliances are connected to the ADK and communication is 

established between the ADK and Android mobile device or 

tablet. The home appliances are connected to the input/output 

ports of the embedded system board and their status is passed 

to the ADK. We would develop an authentication to the 

system for an unauthorized person to access home appliances. 

The device with low cost and scalable to less modification to 

the core is much important. It presents the design and 

implementation of automation system that can monitor and 

control home appliances via android phone or tablet.  

I.INTRODUCTION 

Today’s homes require sophistication control in its 

different gadgets which are basically electronic appliances. 

This has revolutionized the area of home automation with 

respect to an increased level of affordability and simplicity 

through the integration of home appliances with smart-

phone and tablet connectivity. Smart-phones are already 

feature-perfect and can be made to communicate to any 

other devices in an ad hoc network with a connectivity 

options like Bluetooth. With the advent of mobile phones, 

Mobile applications development has seen a major 

outbreak. Utilizing the opportunity of automating tasks for 

a smart home, mobile phone commonly found in normal 

household can be joined in a temporary network inside a 

home with the electronic equipments. Android, by Google 

Inc. provides the platform for the development of the 

mobile applications for the Android devices.  

      Home automation system is a mobile application 

developed using Android targeting its vast market which 

will be beneficial for the masses.Automation of the 

surrounding environment of a modern human being allows 

increasing his work efficiency and comfort. There has been 

a significant development in the area of an individual’s 

routine tasks and those can be automated. In the present 

times, we can find most of the people clinging to their 

mobile phones and smart devices throughout the day. 

Hence with the help of his companion – a mobile phone, 

some daily household tasks can be accomplished by 

personifying the use of the mobile phone. Analyzing the 

current smart-phone market, novice mobile users are opting 

for Android based phones. It has become a second name 

for a mobile phone in layman terms. Home Automation 

System (HAS) has been designed for mobile phones having 

Android platform to automate an 8 bit  

 

       Bluetooth interfaced microcontroller which controls a 

number of home appliances like lights, fans, bulbs and 

many more using on/off relay. This project presents the 

automated approach of controlling the devices in a 

household that could ease the tasks of using the traditional 

method of the switch. The most famous and efficient 

technology for short range wireless communication- 

Bluetooth is used here to automate the system. The HAS 

system for Android users is a step towards the ease of the 

tasks by controlling one to twenty four different appliances 

in any home environment.  
 

II.BLOCK DIAGRAM 

  
 

Fig. 1: Block diagram 

Espressif Systems’ Smart Connectivity Platform (ESCP) is 

a set of high performance, high integration wireless SOCs, 

designed for space and power constrained mobile platform 

designers. It provides unsurpassed ability to embed Wi-Fi 

capabilities within other systems, or to function as a 

standalone application, with the lowest cost, and minimal 

space requirement. 
       ESP8266EX offers a complete and self-contained Wi-

Fi networking solution; it can be used to host the 

application or to offload Wi-Fi networking functions from 
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another application processor. When ESP8266EX hosts the 

application, it boots up directly from an external flash. In 

has integrated cache to improve the performance of the 

system in such applications. 

          Alternately, serving as a Wi-Fi adapter, wireless 

internet access can be added to any micro controller based 

design with simple connectivity (SPI/SDIO or I2C/UART 

interface). ESP8266EX is among the most integrated Wi-Fi 

chip in the industry; it integrates the antenna switches, RF 

balun, power amplifier, low noise receive amplifier, filters, 

power management modules, it requires minimal external 

circuitry, and the entire solution, including front-end 

module, is designed to occupy minimal PCB area. 
 

 

Fig 2 
 

II I.IOT 
The Internet of things (stylized Internet of Things or IoT) is 

the internetworking of physical devices, vehicles (also 

referred to as "connected devices" and "smart devices"), 

buildings and other items—

embedded with electronics, software, sensors, actuators, 

and network connectivity that enable these objects to 

collect and exchange data. In 2013 the Global Standards 

Initiative on Internet of Things (IoT-GSI) defined the IoT 

as "the infrastructure of the information society."The IoT 

allows objects to be sensed and/or controlled remotely 

across existing network infrastructure, creating 

opportunities for more direct integration of the physical 

world into computer-based systems, and resulting in 

improved efficiency, accuracy and economic 

benefit.[5][6][7][8][9][10] When IOT is augmented with sensors 

and actuators, the technology becomes an instance of the 

more general class of cyber-physical systems, which also 

encompasses technologies such as smart grids, smart 

homes, intelligent transportation and smart cities. Each 

thing is uniquely identifiable through its embedded 

computing system but is able to interoperate within the 

existing Internet infrastructure. Experts estimate that the 

IoT will consist of almost 50 billion objects by 2020. 

 

 

 

 

 

     Typically, IOT is expected to offer advanced 

connectivity of devices, systems, and services that goes 

beyond machine-to-machine (M2M) communications and 

covers a variety of protocols, domains, and 

applications. The interconnection of these embedded 

devices (including smart objects), is expected to user in 

automation in nearly all fields, while also enabling 

advanced applications like a smart grid,[13] and expanding 

to the areas such as smart cities. 

 
Fig 3 

IV. HOME AUTOMATION 

 is the residential extension of building automation and 

involves the control and automation of lighting, heating 

(such as smart thermostats), ventilation, air conditioning 

(HVAC), and security, as well as home appliances such as 

washer/dryers, ovens or refrigerators/freezers that use Wi-

Fi for remote monitoring. Modern systems generally 

consist of switches and sensors connected to a central hub 

sometimes called a "gateway" from which the system is 

controlled with a user interface that is interacted either with 

a wall-mounted terminal, mobile phone software, tablet 

computer or a web interface, often but not always via 

internet cloud services.While there are many competing 

vendors, there are very few world-wide accepted industry 

standards and the smart home space is heavily 

fragmented.[2]  Popular communications protocol for 

products include  X10,  Ethernet, RS-

485, 6LoWPAN, Bluetooth LE (BLE), ZigBee and  Z-

Wave, or other proprietary protocols all of which are 

incompatible with each other.[3] Manufacturers often 

prevent independent implementations by withholding 

documentation and by suing people.[4]  

 

Fig 4 

V.ADVANTAGES 

-User friendly 

-Prevention of damage to house from fire  
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           VI.DISADVANTAGES 

 -Not function well if internet connection is weak 
-Access to wrong person of the android device will  lead to 

misuse of the functions 
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