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Abstract—With the development of big data in various fields, 
Open data is more and more important. Open data can help us 
to analyze and get knowledge for our life, social economy, and 
etc. However, there are some problems when using open data. 
One of these is how to keep users’ privacy. In our country, there 
is less to study in the privacy section. Thus, we focus on the 
privacy issue. In this paper, we explore open for privacy and 
cognitive information. The results are showed that there are 
currently 7 percent to open data person, agrees anonymous open 
data has 5 percent, feel anonymous privacy violations are still 4 
percent, while in use under the premise inform open data, there 
are 40% the man agreed to a non-anonymous open. But 
regardless of the anonymous or non-anonymous, open data 
supporting measures will need to complete, especially in our 
country stage of development, the need for more attention to this 
aspect, otherwise it will cause open data hinder the future 
development. 
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I.  INTRODUCTION 
 

The revolution in information technology, took place 
around us, but so far most have focused on science and 
technology (T), and now it is time to look to information (I) 
time [1]. Big data is used to build models from the Google 
search through fifty million words, to find out 45 key search 
words to predict the results of real data almost in line with the 
official announcement in the first. [2] While big data "parent 
= sample" is not necessarily a huge data, in other words, big 
data refers to the complete set of data, so the big data set of 
data does not have to Terabyte (TB) or very huge data, and 
even some of the information set than a digital photo is still 
small. But before big data, random sampling quite remarkable 
feat, but also a good shortcut, so that the development of 
digital technology is not complete, it is possible to analyze 
large amounts of data. In the enterprise, random sampling is 
also used as a tool for quality control, not only easier, but also 
more cost-saving [3]. The main reason is because the data 
can’t be collected for analysis, will choose a random 
sampling. However, despite the success of random sampling, 
but also hidden a lack of random sampling just like 
compressed digital video or audio files as the sample is bound 
to have missing data, and in the example at random sampling 
estimate the overall situation, there will be a 3% error [1]. 
Although some research or investigation, there is no damage, 
but the lack of details, the less the details, we can’t explore all 
possible potential problems [1]. 

Using big data analysis of personal privacy 
information, to analyze the first mayor of New York City as 

an example Flowers, Flowers took office the first thing is to 
solve the problem of illegal buildings New York residence 
[1]. While New York City each year about complaints of 
illegal buildings twenty-five million. It has no good method 
to determine whether is a really or false complaint. Therefore 
Flowers team to think, it seems that as long as a big data will 
be able to solve this situation. First, they get residential data, 
and then collect information from other organizations, such 
as utility bills exception, whether foreclosures, and some of 
the old members of police experience and so on. Then put 
data into the model to determine which buildings may be fire, 
then after the relevant information to the inspectors to deal 
with, and the results have surprised everyone in the big data 
analysis has not been used before, and only 13% buildings 
need to be given orders to evacuate, but the use of a huge 
amount of data, even 70% of the buildings to be evacuated 
[1]. 

Application examples Flowers of New York City 
Mayor would tell, big data is certainly possible to improve 
human life or is used in predicting the future of things. But 
before making the big data analysis, acquisition data is the 
most difficult part, so now most of the big data analysis, 
almost using open data of the government, firm or variety 
agencies to analyze and prediction. But regardless of the use 
to predict the future or in the improvement of living things, 
databases are privacy issues involved, although open data in 
the release data, the information relating to personal privacy 
will be anonymized, but in order to open data when not 
undermine the relevance of data itself, each seemingly 
anonymous data, in fact, has a certain significance. Like the 
University of Texas at Austin's research staff, the Netflix 
announced half a million users in the race rental video data 
[3], and other public information to do comparison, soon 
found an anonymous user ratings, studies have shown that as 
long as there Comments over six popular films have 84% of 
the opportunity to identify the identity of the client, but also 
to know if someone in day rates, there is 99% of the 
opportunity to identify it [1]. 
 In the implementation of open data must also be 
carried out under sound legal, because the open data on 
behalf of the public to view privacy to others, and in order to 
allow open data safer, most of them anonymously to increase 
personal privacy security[4,5]. In addition to the basic law, 
the idea of the most important contributors of data is very 
important, because there involves personal privacy 
information is provided by each contributor of information, in 
other words, "data contributor" is Construction of a database 
source, so in addition to data laws and regulations, analyzing, 
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storing, etc., and the source of data is also worthwhile for us 
to discussed.  

The above content derived, open data is able to create 
one of the main part of the big data applications, but at the 
same time the use of data, most of us do not care data 
contributors feel. Despite the opening of these data in order to 
improve human life, but still need to respect the idea that 
every data contributors. Therefore, in this study through 
questionnaires to understand the general public for the big 
data and open data view, as well as in firm or government 
public database, although you can query data to individual 
behavior, but the relevant information under such as 
telephone number, name, identity card, etc. are all 
anonymous, the people are still worried about whether or not 
even accept corporate or open Government data [6]. 

 
II. OPEN DATA 

A. Definitions 

Open Data refers to the government, individuals or 
private entities by picking out the inside of the released data, 
and is not limited to intellectual property rights or related to 
management constraints, the use of data and the concept of 
authorization, and can be used in different areas, like a 
business, analyze trends, entrepreneurship, problem solving 
and so on [7,8]. According to "Open Data Handbook" 
definition of open data can give anyone is free to use, and can 
be reused with scattered, but on its limitations, can only ask 
the user to indicate the source of data with the provider [9]. In 
addition, the open data need to have the following 
characteristics: 

1) We can obtain all of the data, it must be based on 
convenience, we can modify the form out, and it is 
better to be able to directly download via the 
Internet.The cost must be reasonable when it remake.  

2) Open data must be allowed to re-use and distribution, 
as well as mixing with other data used in the 
statement.  

3) Anyone can use, as well as re-use and dissemination of 
data, and can’t limit the scope of data [10]. 

B. Open Government Data 

Open government data means the Government will data 
release and comply can download, use, meaning everyone 
can use, and does not have legal or related issues [11]. OECD 
by Governments will now released from the following types 
data: 

1) Business information. (Including the Chamber of 
Commerce information, public information.) 

2)  Registration 

3) Geographic information. (Including address 
information, aerial photographs, buildings, geographic 
information, etc.) 

4)  Legal information. (Including national judgments, 
foreign and international court decisions, legislation 
and treaties.) 

5)  Weather information. (Including meteorological 
information and models and weather forecasts.) 

6) Social Information. (Including economic, 
employment, health, population, public administration 
statistics.) 

7)  Traffic Information. (Including traffic congestion 
information, road construction, public transport and 
vehicle registration.) [12, 13]  

C. The Concept of Open Government Data(United States 
Sebastopol meeting: Open Government Data Eight 
Principles) 

 In 2007 December 7 to 8, Sebastopol meeting California 
by 30 people concerned about open government data is 
involved. And at Carl Malamud, Tim O'Reilly, Lawrence 
Lessig leading end of the meeting, sorting out eight principles 
on open government data, the government in compliance with 
the following principles will be deemed open: 

1) Complete: All open data can be obtain. Open data 
refers not privacy, security, or other restrictions. 

2) Primary: Data stored in the most complete form, 
without the use of process after the Data. 

3) Timely: Data should be open as soon as possible, in 
order to ensure that the data value. 

4)  Accessible: User instructions should be sources of 
data, and to allow widespread use. 

5) Machine processable: Open Data for lawful case, a 
variety of machine-readable formats provide, does not 
exclude or reject any member of the public or 
organizations to use Data need to have a non-
exclusive, publicly available and without any use 
restrictions in order to achieve the widest range of 
applications [14]. 

6) Non-discriminatory: Data must be disclosed to any 
person to use, and does not require authorization. 

7)  Non-proprietary: Data formats without limitation, and 
disseminating information format not use special way. 

8) License-free: Data from copyrights, patents, 
trademarks and trade secrets of control, but in the 
privacy, security, or other special rights of use 
restrictions may be considered.[12,15] 

D. Data Format 

In the open data format, Tim Berners-Lee [16] suggested 
that it be divided into five stars architecture: One Star 
publisher issue using relatively simple format. Although the 
user can read, but want to get Data, still need other software 
or use artificial means (Software such as: ORC, Excel, 
Google forms); Three stars publisher will be saved as CSV 
file format does not require dedicated software to open (for 
example: Notepad, but Notepad file visualization of open 
lower), and the user will need to download before been used; 
Four stars publishers when publishing a given fixed address, 
Data can be read directly through the Internet, also can be 
converted into the format desired by the user; Five stars 
publishers giving a fixed position and can be read directly in 
the Internet, and can be linked to other information, as 
summarized in Table I. 
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TABLE I.  THE FIVE-STAR RATING ANALYSIS OUTLINED IN 
TABLE 

Star Rating Brief Introduction 

★ Download read through the network, but requires 

dedicated software can read data from the archive. 

★★ Download via the Internet, but requires dedicated 

software is available to open the file to read the data 

★★★ Download via the Internet, does not require dedicated 

software to open the file to read the data. 

★★★★ Through the network can be directly read or download 

data 

★★★★★ It has a four-star advantage, and provide additional data 

from the original table links to other data tables. 

 

E. Data Format 

"Open Data Now" author Joel Gurin, in the open data 
international forums cited McKinsey study, indicating that 
the current global open data can create business opportunities 
can be up to 3 trillion to $ 5 trillion. While the US in 
education, health, transportation, energy and finance these 
five areas, at least 500 companies have been open data, and 
hope that other governments are free open data [17]. When 
Obama took office the same day the United States, he 
immediately signed a "memorandum of transparency and 
open government," and "transparent government", "citizen 
participation" and "collaboration" to "open government" as a 
basic principle, and in the subsequent proposed Open 
Government Data plans to implement the memorandum[18, 
19, 20]. In a memorandum of content organized into the 
following three and be interpreted: 

●   Transparent government: that the government release 
the relevant information through the Internet provides 
people read, and provide the public with feedback 
conduit to reach optimization [18, 19, 21, 22]. 

●   Citizen Participation: to provide opportunities for 
public participation in the decision-making process, to 
improve the quality of government decision-making 
[18, 19, 21, 22]. 

●   Collaboration: requiring agencies through innovative 
tools, methods and systems that come with non-profit 
organizations, businesses, and individuals to seek 
cooperation and feedback to assess the situation 
through cooperation of government and find new 
opportunities for cooperation [18, 19, 21, 22]. 

And, after reference to federal chief technology officer 
and public comments, the US administration and the Budget 
Office released "Open Government Directive" memorandum 
requiring agencies to publish information within the time 
limit government, strengthen government information 
quality, and strengthen the "open government" culture and the 
establishment of "open Government" architecture, and release 
of the organs have data on the Internet. For example, to 
identify the most valuable inside information within a month, 
we need to deal with the situation published on the Internet 
within two months, and within three months, together with 
the Federal Office review whether there is implementation of 

open government. The current results can be found in 
www.data.gov [18, 19]. 

But also because the White House's attention, as well as a 
substantial use of technology professionals from Silicon 
Valley into the government system, and therefore such as 
NASA, the Ministry of Health, the Environmental Protection 
Agency, etc. departments, are going to open big data and 
calculation software services to reach the benefits of open 
government . In addition, the White House released worry 
may cause privacy violations, so the signing of "Consumer 
Privacy Protection Act" in February 23, 2012, the bill 
provides the umbrella for the personal information and open 
data [23]. 

In 2013, our government created the DATA.GOV.TW 
open platform which provides users to download data or to 
give the feedback. In 2014, the platform had got 3,054 
records for open data. The United States announced data 
format compared to the Taiwan data set is still mostly three-
star or less open structured or unstructured data, there appears 
less compliant with open standard four-star, or can provide 
inquiry data across data sets the five-star standards [24], so 
the quality of the Control Manager also needs to be 
improved, it is desirable to make the follow-up open data 
have quality specifications, even like the United States to 
regulate the quality of each department data. In addition, the 
open data is also due to currently issue decrees and advocacy 
has led many departments as you want to open but they fear 
negative publicity, so the choice is not open. Taiwan 
amending the law in terms of speed and was unable to keep 
up with the changing times, but also caused a lot of open data 
because of legal issues can’t be completely open, this part of 
our government in the future is worth learning correction and 
effort, in addition to the policy guidance is also open data 
there is a real impact [25], and open data is not simply open 
the outside to use, but the implications to the future 
development of big data applications, as well as data that can 
be created by the open interest, which are not to be 
underestimated [26]. 

F. Open Data Risk 

In understanding the risks, we need to know, not everyone 
has an open data containing personal information. Data such 
as factory machinery, airports and weather information, etc., 
for these companies, they do not need personal data can be 
analyzed to obtain the value of which is not related to 
personal privacy of sensitive data [27]. And with these data, it 
would be completely without causing any risk to privacy. But 
the main problem is not open Data that is likely to endanger 
privacy, but a variety of possibilities through algorithms to 
predict various things, such as personal medical process is 
stored into the data analysis to examine the possibility for 
disease prediction or improve current drugs abuse [28] or 
retail store customer data through to analyze consumer 
preferences [29] and crime prevention and pre-emptive [6] 
etc. This will trigger a series of theoretical issues: free will 
and dictatorial Data, if the use of large data used in the crime, 
the results derived from the statistical determination made, 
but with the individual will differ, how to decide? 

The main risk of open Data is still a major issue of 
privacy, because if there is an open Data involves personal 
data, or behavioral data, there may be negative propaganda 
and malicious use [27], as long as the current through the big 
data computing, we can predict a person behavior, and this 
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part needs to be improved by amending the law. In the past 
few decades, the basic principles of personal data privacy 
protection, mainly the first control to the individual, and then 
by the individual to decide whether to allow others to use, 
and allows the method used [30]. This approach is now very 
respect everyone's privacy, but the era of big data, this 
method has not as useful. In the current popularity of open 
data, we should change the previous practice, would only be 
responsible for the traditional principles of their own personal 
data, change to the principle usage data on its use are required 
to take responsibility. And for high-risk category, due to the 
current regulations are not applicable[31], the basic principles 
of legislation must be used, the data user must use risk 
assessment methods prior to use, but also ways of reducing 
the risk of harm caused by the method. In this way, you can 
achieve the creative re-use of data, while the relevant 
supporting measures to avoid the final result in personal 
injury, as well as in the future for the development of open 
data down barriers[1]. PhD and Master Thesis currently open 
Data in Taiwan, mostly in the Discussion on the application 
or the currently open Data regulations related to this field to 
open this Data is helpful, but also represents the open Data 
has begun to be taken seriously, but not enough the place is 
rarely explore this part of the personal data privacy, and the 
privacy of personal data related to explore is different 
ignored. In the past, when no open Data, each Data only 
represents a movement, but the advent of open data, each 
Data that is representative of a person, can be achieved even 
predict behavior through big data analysis. Therefore, we 
must respect each after Data providers, care about their 
feelings, about their idea, because in the era of open data, you 
and I are open Data provided by a member, we need to be 
understood, respected and used feeling. 

III. OPEN DATA FLOW PLAN 

We explore the Data for the above documents open to 
suggestions, open data and the establishment of the future 
process on the basis, the implementation of open Data will be 
relatively smooth. So in the first part, we introduce process 
planning open data, and then we explore each process to 
support the proposed model and easy to follow open Data 
reference. 

 
 
 
 
 
 
 

 
Fig.1 Open Data flow model 

A.  Process Planning 

According to the literature, we sort the three basic 
processes of open Data in Fig. 1. The lowest level is the 
regulations establish, confidence is in the intermediate layer, 
and the uppermost layer is open Data. 

B. Flow Description 

In the era of accumulating data, since 1980, the 
accumulated data is doubling every three years, and now the 
popularity of wired or wireless networks, as well as a 
multitude of devices capable of generating data, such as 

mobile phones integrated GPS, PDA, thereby creating 
spreadsheets and media files, etc. [32], will increase the speed 
of rapid data accumulation, analysis and storage in the future 
so made use of the data is likely to be a major problem. 
Therefore, data analysis and storage in the future is likely to 
be made use is a major problem. In the current analysis of the 
data stored there have been quantum computing, quantum 
computers composed by quantum bits, or qubits, for example: 
100 qubits store size is 2100. Currently the development of 
quantum computers have been a number of products, for 
example: in in 2011 D-Ware Release D-Wave one of 128 
qubits and in 2013 launched the D-Wave two of 512 qubits 
[33]. In addition the acquisition and use of data in the 
previous business and the agencies use their own data to 
analyze, and not much of a question. But now there is open 
Data issues, open Data to government transparency, citizen 
participation, collaboration of these three as the goal [18, 19], 
and now most of the countries belonging to the referendum 
democracy and the sovereignty of the people of the country, 
but also need to focus on; But at the same time open Data, we 
must define whether this Data is sensitive data, such as health 
Data, employment, and financial income [10, 34] and so on. 
So how to protect Data contributors and to ensure correct use 
of Data, it is important to establish in advance the 
Regulations, because if Regulations is not perfect in the case 
of open Data will cause a certain degree of risk or slow the 
pace of development of open Data, such as the EU data 
protection laws [35, 36], except when making specification 
for data users, but also for the data owner to use the 
specification, such as the police department has a huge crime 
information, but are related to personal privacy, so if there is 
no the case is approved, police behavior is a data access is a 
crime [6]. Therefore, the establishment of laws and 
regulations, in addition to understand open Data is what is 
sensitive data, and sensitive data, how norms in the open data 
that more commonly used method is to use a string of code to 
replace sensitive data, and except for the open data 
compliance data range, data owners and users in the use of 
must be standardized, so that data owners and users 
responsible for the data, rather than contributors to each data. 
There is also need to comply with the principles of data 
protection and privacy, we must prohibit the transfer of data, 
like the European legislation prohibits the transfer of data to 
the outside of the European Economic Area [37], rather than 
in 2010 Octopus Enterprise in the interest of money, will user 
data sold to third parties, so it is necessary to strictly 
prohibited! [38]  

After the Regulations established, we have to tell the 
general public that our Regulations is perfect, but in addition 
to improving regulations are some warning and mandatory, 
so brief propaganda legislation is necessary. In addition to 
propaganda Regulations, the positive modifications are 
necessary, like Hong Kong or Malaysia, although there are 
data protection laws, but integrity protection law was 
inadequate [39]. So when the Regulations of loopholes, if not 
immediately repair or carry out emergency measures, with 
the growth of data will cause an increased risk and more 
severe cases can cause people to lose confidence in the 
Regulations, not to believe that Regulations to protect their 
Data. Although the open Data process model, the figure build 
confidence is above Regulations build, but if the general 
public to lose confidence in the Regulations, even if there is 
in perfect Regulations, still making it difficult for more 
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people to support open Data . But in addition to the basic 
regulations publicity, and the potential benefits of open data 
he had hidden also need to tell the general public, such as you 
can reach through the open large amounts of data to analyze 
achieve flood damage assessment, drug risk assessment, 
customer evaluation, market forecasting, and etc. [40].  

The final part, as well as Regulations build and build 
confidence is completed, thus, we can reduce the open Data 
security concerns of people, and the open data resistance will 
be reduced. Let hold data institutions or enterprises in the 
implementation of open data will follow the law, so that 
people have the data more secure when making open data, 
and also guarantee contributor data. And open data standards 
except in accordance with regulations other than quality also 
need to pay attention, because the open data is mainly 
transparent government, citizen participation, collaboration, 
so when open data [18, 19], we should be able to perform 
data using relatively simple software, like Tim Berners-Lee 
suggested five-star architecture [16] and eight principles of 
the American open data. We can also refer to other 
developing better country, such as New York's open data 
format, or other better examples are worthy of our 
consideration. Also in the open data before we have to pay 
attention to issues related to open data and data sources 
described manner, such data is centralized or decentralized, 
whether usage data of various government departments, data 
sources as well as data have privacy and copyright and other 
issues [41]. 

IV. RESEARCH METHODS 

Due to the rise in the current open data, while most 
research major at the application level and discuss the legal 
aspects, and less for the general public's views are discussed, 
such as whether to accept anonymous open and so on. 
Research aimed at the general public conducted a 
questionnaire, and in order to avoid affecting the result, not 
the ease of use when questionnaire sample, sample surveys 
are all conducted through the Internet platform, and after the 
screening to eliminate invalid samples to achieve the 
authenticity of the sample. 

A. Questionnaire Design and issuance  

This research investigated the views of the general public 
to understand the general public for the open data 
understanding and perception. 

 Questionnaire Design 

Questionnaire is to the general public for the open data 
support and understanding of the research questionnaire 
Likert 5-point scale (1) represents strongly disagree (5) 
represents strongly agree. Survey and sample collection takes 
about one month, the first question we first research to 
measure every facet, after design survey questions, give two 

scholars confirm the contents of the question and make 
changes, this action will be repeated until the scholars 
complete all the recommendations. Then we also pre-test 
questionnaire, a questionnaire before the object is 14 graduate 
students, the first post-test questionnaire completed during 
the adjustment to enhance validity. Because this 
questionnaire belong to a single question, so on the 
recommendation of the previous review questionnaire 
scholars and graduate students, increase the negative question 
to prevent casual answer questionnaire to enhance reliability, 
after the above-mentioned process, a total of 9 positive 
question to the last question, and question 6 negative 
question, a total of 15 topics for open data to understand the 
question. 

 Sample collection 

In order to determine the participants were randomly 
surveyed and strange objects are unknown to us, we first after 
our questionnaire electronically, mainly large network 
platform for the current PPT questionnaires, sample 
collection time from November 2014 starting on the 7th, a 
total investigation time after two weeks. Finally, the sample 
collected a total of 260 parts, 15 parts of the sample is 
invalid, the remaining 245 after deleting invalid samples. 

B. The questionnaire and sample overview 

The basic information like gender, age and education of 
questionnaire people is shown in Tables II-IV. 

TABLE II.  GENDER DISTRIBUTION TABLE 

 Males women Sum 

No. of people 89 156 245 

% 36.3% 63.7% 100% 

TABLE III.  QUESTIONNAIRE AGE DISTRIBUTION TABLE 

Age A B C D E F G Sum 

No. of people 85 105 24 19 4 3 5 245 

% 34.8 42.8 9.8 7.8 1.6 1.2 2 100 

a. A=16~20, B=21~25, C=26~30, D=31~35, E=36~40, F=41~45, G=46 Over the age. 

TABLE IV.  EDUCATION DISTRIBUTION TABLE 

 Junior 
high 

school 

Senior high 
school 

University Master PH.D Sum 

No. of 
people 

4 35 174 30 2 245 

% 1.6% 14.3% 71% 12.3% 0.8% 100% 

TABLE V.  The results of Q1-Q3 

 A B C D E Sum Average 
Standard 
deviation 

Variance 

Q1 2.9% 22.9% 46.9% 20.4% 6.9% 100% 2.94 .908 .825 

Q2 20.2% 36% 21.4% 15.7% 6.7% 100% 3.47 1.175 1.381 

Q3 12.4% 35.4% 28.6% 17.4% 6.2% 100% 3.30 1.088 1.184 

b. A= Strongly agree, B= Agree, C= ordinary, D= Disagree, E=Strongly Disagree 
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V. ANALYSIS AND DISCUSSION ON THE 
OUTCOME 

According to our questionnaire, we the general public to 
open data view and privacy anonymous basis sequentially 
view the general public (1) for an open data understanding, 
(2) whether to support the open data, (3) The open data 
anonymous and privacy of view, and open data of the current 
situation, the challenges to give advice. 

A. Q1:For open data to understand 

In Table V, research results from questionnaire showed 
that 2.9 percent of people strongly agreed and 22.9 percent 
agreed to open data understanding, while 20.4 percent 
disagreed and 6.9% of people strongly disagree open data for 
understanding, about 3 percent of the people do not 
understand what information is open to do, but accounted for 
46.9% of the ordinary high follow-up and we have to send E-
mail to ask for respondents to fill in "ordinary" reasons, most 
of the answer is to see literally, or from books and others chat 
content etc., so only limited to open data surface meaning to 
understand. 

Research are currently open data unknown accounted for 
20.4%, while completely unaware of 6.9%, but still may 
affect future open data, due to the current for the open data 
for the ordinary 46.9 %, while the open data for ordinary 
attitude of people, there may be external factors change their 
minds, for example, a message said, Open Government data 
leading to a capital leakage people, seriously affecting 
people's private life, understanding "ordinary" most of the 
people will not support the biased, if changed to Open 
Government data for IT industry generates great leap forward 
in changing the life of great help, to understand the 
"ordinary" people will tend to support. Basic causes of these 
problems are the open data lack of knowledge, will have such 
a result. In the current understanding of the advantages of 
open data fill in the "strongly agree" respondents found 
mostly belonged to the IT-related industries, we now 
understand the importance and benefits of open data, is still 
in the information-related industries people, if you want to 
improve the current situation, or prevention of negative 
information influence the future development of open data is 
for open data prior publicity, told the open data benefit non-
IT industry people, and the problems may be caused and how 
to solve, to achieve the correct receiving messages. 

 
Fig.2 Support for open data (Firms and government) attitude change Fig. 

TABLE VI.  OPEN DATA (FIRMS AND GOVERNMENT) ATTITUDE CHANGE ANALYSIS TABLE 

 Open firms data willingness to lower open government data willingness to lower Unchanging sum 

Number of people 43 28 107 178 

Percentage 24.2% 15.7% 60.1% 100% 

TABLE VII.  Whether to support the open government data (open to fill ordinary person to understand data 

 Strongly agree Agree ordinary Disagree Strongly Disagree Sum 

Number of people 16 39 28 23 9 115 

Percentage 13.9% 33.9% 24.4% 20% 7.8% 100% 

 

B. Whether to support open data 

 Q2-Q3:Support open government data or Open firms 
Data 

In Taiwan, most of the open data is still Open 
Government data, because legal restrictions or because of 
privacy issues, hardly any Open firms Data, but information 
is also owned by the enterprise closer and personal privacy. 
Such as the purchase of information, inquiries and other 
information. Therefore, this study was to investigate whether 
to support the open data part, we will separately investigate 

whether to support Open Government data (Q2) and support 
Open firms Data (Q3). In the survey, if the for open data 
understanding question, fill in the "disagree" or "strongly 
disagree", it can not answer the question of follow-up, 
follow-up questions and be able to fill in the number of total 
178 , so do not pay more to explore in the back of repeat 
reasons. 

In Table V, Q2 results show that support the Open 
Government data attitude to strongly agree accounted for 
20.2 percent and 36 percent agreed, while 15.7% of people 
attitude to disagree and 6.7 percent of people attitude to 
strongly disagree Open Government data , while 21.4% of 

Government 
(Support open data) 

Firms 
(Not support open data) 

Firms 
(Support open data) 

Government 
(Not support open data) 

Reduce 24.2% 

Upgrade 15.7% 
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ordinary people currently. And support Open firms Data 
attitude to strongly agree accounted for 12.4% and 35.4% 
agree, disagree the attitude of 17.4% and strongly disagree 
there is 6.2 percent ordinary 28.6%. From the survey, the 
more people support the open data, so in the current open 
data by the government to be open data strategy is correct. 

 Q4: For the open government data or Open firms 
Data view of different people 

In the analysis of the information at the same time, we 
found a very interesting thing. Previously on whether to 
support open government data attitude to agree, strongly 
agree to support Open firms Data becomes ordinary, disagree, 
strongly disagree and the support open Government data 
statement to disagree, strongly disagree to support Open 
firms Data becomes ordinary or agree, strongly agree. In the 
results of the survey, the former than the support (strongly 
agree and agree) people open government data, the encounter 
will reduce open firms data accounted for 24.2%, while the 
original is less support (disagree, strongly disagree) open 
government data people encounter Open firms Data wishes 
but increased 15.7%. 

This part of the issues can be discussed in the future, 
although higher support open government data visitors, but it 
is worth noting that the original does not support the open 
government data people, why it would be more support open 

firms data, but this part of the right must be interpreted by 
future investigation to know the results, so the results of the 
study will not be guesswork. We show the concept in Figure 
II and results in Table VI. 

 Q5-Q6: For open data understanding as ordinary 
people 

In the study survey for the open data attitude to ordinary 
people accounted for 46.9%, while they were in the follow-up 
whether to support the open government data and supports 
the open firms data to answer the two options, support open 
government data, there are 13.9% of people attitude to 
strongly agree and 33.9% of people attitude to agree, while 
20% of people attitude to disagree and 7.8 percent of people 
attitude to strongly disagree, but there are still 24.4% 
ordinary people still attitude (see Table VII). Whether in 
support of open firms data, 8.7% of people attitude to 
strongly agree and 31.3% of people attitude to agree, while 
22.6% of people attitude to disagree and 7.8 percent of people 
attitude to strongly disagree, 29.6 % of people are still in 
common (see Table VIII). As for the current attitude as 
ordinary people, they are for open data future development 
can not be ignored, because they understand the open data 
may still be scanty, so the advantages of open data for 
publicity and future impact is more important . 

 

TABLE VIII.  Whether to support the firms open data (open to fill ordinary person to understand data analysis) (10) 

 Strongly agree Agree ordinary Disagree Strongly Disagree Sum 

Number of people 16 39 28 23 9 115 

Percentage 13.9% 33.9% 24.4% 20% 7.8% 100% 

TABLE IX.  The results of Q7-Q9 

 A B C D E Sum Average Standard deviation Variance 

Q7 10.1% 29.2% 34.8% 20.8 5.1% 100% 3.19 1.038 1.078 

Q8 11.8% 36.5% 24.1% 
22.5
% 

5.1% 100% 3.28 1.093 1.195 

Q9 14.1% 51.4% 19.2% 8.5% 6.8% 100% 3.58 1.051 1.104 

d. A= Strongly agree, B= Agree, C= ordinary, D= Disagree, E=Strongly Disagree 

TABLE X.  Q10: I know uses data in the open condition of anonymity, would change their views (whether ordinary mind choose, disagree, strongly 
disagree) 

 Strongly agree Agree ordinary Disagree Strongly Disagree Sum 

Number of people 2 39 28 12 11 92 

Percentage 2.2% 42.4% 30.4% 13% 12% 100% 

TABLE XI.  The results of Non-anonymous open data 

 A B C D E Sum Average Standard deviation Variance 

Q11 1.1% 5.6% 8.4% 40.5% 44.4% 100% 1.79 .902 .813 

Q12 5.6% 30.9% 24.2% 31.5 7.8% 100% 2.95 1.080 1.167 

f. A= Strongly agree, B= Agree, C= ordinary, D= Disagree, E=Strongly Disagree 

C. For the open data anonymous and Privacy 

Open data in the current problems encountered, privacy is 
still more important issues, but also because of privacy led to 

the government or firms is not willing to open data, rather 
than open the data can be used immediately mostly belonging 
or valuable data, so we conducted an anonymous survey of 
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this part of the open data privacy, in order to facilitate future 
government or firms in the open data reference. 

 Q7-Q10: Open data Anonymous 

Principal investigator for the case where the general 
public is "open data if anonymous" support, but also to 
survey about how many people do not support an open data 
have included personal privacy. In addition, for the general 
public in the know in advance if you have purposes data, 
whether in support of open data situation changed. In this 
section there are two parts, the first part of the "The data 
anonymous after opening whether it will rejection", the 
second part, "I know the purpose data, I am willing to give up 
the anonymity open my personal data". 

In Table IX, first, for "even in the case of anonymous open 
data, I still feel the violation of privacy (Q7)" issues were 
analyzed and found from the survey, 10.1 percent of people 
strongly agreed and 29.2 percent agreed that their privacy has 
been violated, while 20.8 percent disagreed and 5.1% of 
people strongly disagree that their privacy has been violated, 
34.8 percent of people think there is no difference. But still 
noted that the nearly 40 percent of visitors: even in the case 
of anonymous open data, I still feel the violation of privacy, 
so this part of the constraint data users can go through the 
regulations, but not to the general public for responsible for 
their own data, but data should be responsible for data users 
to increase the general public confidence in the anonymous 
open data. 

In the "condition of anonymity, I do not mind my 
personal data is open (Q8)," the survey, we can learn strongly 
agree the current 11.8% and 36.5% agreed have people to 
support open data anonymous. Disagree 22.5% and "strongly 
disagree" 5.1% of people do not know was open data. 
Therefore, in the case of open data in an anonymous, almost 
half of the visitors to accept open data, only 5.1% of people 
in extreme opposition, while the remaining 94.9 percent of 
the people still able to communicate changes to the open data 
view. 

We ask the Q9 question that “I know the purpose data, I 
am willing to open my anonymous profile”. If the general 
public knowing purposes open data, open data support 
anonymous (strongly agree, agree) to enhance the 17.2% 
previously not supported (disagree, strongly disagree) 
Anonymous "open data" people reduced 12.3 percent. The 
study also indicates for the original general, disagree, 
strongly disagree, "whether anonymous data open mind 
(Q10)" of people were analyzed. Originally expressed 
ordinary, disagree, strongly disagree accounted for 51.7 
percent of the people, but "knows the anonymous use of open 
data" premise, 2.2% of people changed strongly agree and 
42.4% of people changed agree to continue holding 13% 
disagree, strongly disagree with 12%, although there are still 
30.4% of people hold the same attitude (see Table XII). 

 

 Q11-Q12:Non-anonymous open data 

There are two main issues of non-anonymous, the first is 
"no condition of anonymity, I do not mind if my data is open 
(Q11)," the second is "if the open data can improve the real 
life, I am willing to give up anonymity (Q12)." The first issue 
is mainly to bring out a second issue, because in the 
subsequent analysis of large data, may be part of the study the 
need for research in non-anonymity, so I chose non-
anonymous chain problem under investigation. 

In the non-anonymous open data survey, the results are 
not unexpected, only 1.1% of people strongly agree and 5.6 
percent agreed to support non-anonymous open data, while 
40.5 percent and 44.4 percent of people do Disagree people 
strongly disagreed support non-anonymous open data (as 
shown in Table XI). But in the face of open data is to 
improve the life of the option, the "strongly agree," the 
people there are 5.6% and 30.9% of people agreed non-
anonymous open data, Disagree of the people there are 31.5% 
and strongly disagreed 7.8% of people still choose not to 
support, but the gap has significantly changed, the remaining 
24.2% holding ordinary attitude. From the survey shows that 
in the general public in the know "open data" using the 
premise, from the original are not supported (strongly 
disagreed, disagree) to support (strongly agree, agreed) non-
anonymous "open data", increased 29.8% While non-
anonymous open from this study have increased 29.8%, but 
regardless of anonymous or non-anonymous, before the 
"open data", you must first improve the "open data" 
regulations to improve the safety of the general public 
personal information. 

VI. CONCLUSIONS 

The development of open data, analysis of the rise of big 
data, all have a great impact on our future. Current advanced 
countries around the world are hoping to promote open data, 
to achieve the White House Office of Management and 
Budget's "transparent", "public participation", "collaboration" 
The main goal and assisted the development of big data. The 
big data analysis is the future mainstream, we can live 
through big data analysis to achieve various projections, in 
the future can not be underestimated. Big data and open data 
is the most important pre-work, because of open data, for data 
analysis personnel have more sources of information for 
analysis, and for lack of resources than the analysts are also 
of great help. 

From the research survey, currently the open data for 
about 30% of people and not understanding also accounted 
for 30%, which is open data may be some obstacles in the 
current development, the people do not understand very 
susceptible to the negative effects against the open data, 
therefore, the open data should be other ways to advocacy, so 
that people can understand the benefits of open data. In the 
study of open data as well as the ordinary understanding 
accounted for 70%, but 70% of this, whether it is open or 
enterprise open opposition to the government is still 30%, 
which is worth exploring. Because open data for national 
development assistance, there is no doubt, so will need to 
understand why there is any objection, is that the lack of 
current laws, or because being influenced by others, or there 
are other problems are unknown to us need to be aware of. 
We can not deny that Taiwan open data is still in its infancy, 
need to rely on a lot of advice and help to successfully 
promote open data in the future, for the development of open 
data the initial stage, any wrong decision, are likely to cause 
open data significant obstacles in the future. 

And in the future regardless of the supporting measures 
"open data", such as legal or data use agreements, still we 
need to prepare well in advance in case of anonymous or non-
anonymous. "Open data" by amending the law to use data or 
agreements, to the general public for the "open data" 
reassuring feeling, so that the general public "open data" is 
bona fide use, can change our lives, but also wary of each 
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data use for those who use the information should be 
cautious. In the current "open data" should also get rid of the 
past era of personal data only for the individual responsible 
for the concept into every data users are required to be 
responsible for each data to achieve "open data" security and 
ensure "open data" is only used on the future of useful 
research. 
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